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Preface

IONA Administrator is a set of tools that enables you to manage

component-based distributed enterprise applications. IONA Administrator is
integrated with IONA’s Adaptive Runtime Technology (ART). This enables it

to provide seamless management for the Orbix product range. IONA
Administrator can be used across different platform and programming
language environments.

If you need help with this or any other IONA product, contact IONA at
suppor t @ona. com Comments on IONA documentation can be sent to
docs- suppor t @ona. com

This guide is aimed at administrators managing distributed enterprise
environments, and developers writing distributed enterprise applications.
Administrators do not require detailed knowledge of the technology that is
used to create distributed enterprise applications.



PREFACE

Related documentation

Organization of this guide

Assumptions

The Orbix library includes the following related guides:
®  Orbix Management Programmer’s Guide

®  Orbix Administrator’'s Guide

®  Orbix Web Services User’s Guide

For the latest version of all IONA product documentation, see the IONA web
site:

htt p: // ww. i ona. cond docs

This guide is divided into the following parts:

® Partl, Overview, which gives an introduction to IONA Administrator.

® Part ll, Managing Applications, which explains how to use the IONA
Administrator Web Console to manage distributed applications.

® Part lll, Managing Configuration, which explains how to use the IONA
Configuration Explorer and Configuration Authority.

®  Part IV, Configuring the Management Service, which explains how to
set management service configuration and SNMP integration.

®  Glossary, which explains the terminology used in this book.

®  Index.

This guide assumes that the reader is familiar with the key concepts of IONA
Administrator as described in the Introduction, before proceeding to the
other parts. Parts Il and Ill are fully self-contained, and neither assumes
familiarity with the other.


http://www.iona.com/docs/e2a

Document conventions

PREFACE

This guide uses the following typographical conventions:

Constant width  Constant width font represents commands and literal
names of items (such as classes, functions, and
variables). For example, constant width text might be
used for the java it.server command.

Italic Italic words in normal text represent emphasis and
new terms (for example, IONA Administrator Web
Console).

Code italic Italic words or characters in code and commands
represent variable values that you must supply; for
example:

install-dir\etc\domains

Bold Bold font is used to represent menu item selections,
for example:

To start a selected server, chose Control | Start from
the menu bar.

This guide may use the following keying conventions:

Horizontal or vertical ellipses in format and syntax
descriptions indicate that material has been
eliminated to simplify a discussion.

[1 Brackets enclose optional items in format and syntax
descriptions.

{} Braces enclose a list from which you must choose an
item in format and syntax descriptions.

| A vertical bar separates items in a list of choices
enclosed in { } (braces) in format and syntax
descriptions.

Xi
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Overview

In this part This part contains the following chapter:

Introduction to IONA Administrator page 3







In this chapter

CHAPTER 1

Introduction to
IONA
Administrator

IONA Administrator is a set of tools that enables you to manage
component-based distributed enterprise applications. This
chapter introduces IONA Administrator and outlines typical
administration tasks.

This chapter contains the following sections:

IONA Administrator page 4
IONA Administrator Components page 5
IONA Administrator Web Console page 7
IONA Administrator Management Service page 9
IONA Configuration Explorer page 10
Orbix Configuration Authority page 12
IONA Administrator Tasks page 13




CHAPTER 1 | Introduction to IONA Administrator

IONA Administrator

Overview

Scope of IONA Administrator

Assumptions

IONA Administrator is a set of IONA tools that enable you to manage and
configure component-based distributed enterprise applications. It is
integrated with IONA’s Adaptive Runtime Technology (ART). This enables
IONA Administrator to provide seamless management of IONA products and
any applications developed using those products.

IONA Administrator is not aimed solely at any specific technology (for
example, CORBA, J2EE, or Web services), but provides a generic
management paradigm that enables the application to be managed without
the administrator requiring knowledge of the technology used to create that
application.

IONA Administrator enables you to manage and configure Orbix products,
and distributed applications that have been developed using these products.
For detailed information about the Orbix product range, see the IONA web
site:

http://waw. i ona. cond product s

IONA Administrator does not assume that you are familiar with any of these
products. What is required is a basic understanding of distributed
applications, regardless of whether they are based on CORBA, J2EE, or
Web services. In fact, you can use IONA Administrator to manage any Java
or C++ system that has been enabled for management.


http://www.iona.com/products

IONA Administrator Components

IONA Administrator Components

Overview

IONA Administrator Web Console

IONA Administrator Management
Service

IONA Configuration Explorer

Orbix Configuration Authority

IONA Administrator includes the following main components:
®*  “|ONA Administrator Web Console”.

®  “IONA Administrator Management Service”.

®  “IONA Configuration Explorer”.

®  “Orbix Configuration Authority”.

This guide explains how to use these tools.

The IONA Administrator Web Console provides a web browser interface to
IONA Administrator. It enables you to manage applications and application
events from anywhere, without the need for download or installation. It
communicates with the management service using HTTP (Hypertext
Transfer Protocol), as illustrated in Figure 1.

The IONA Administrator Management Service is the central point of contact
for accessing management information in a domain. A domain is an abstract
group of managed server processes within a physical location. The
management service is accessed by both the IONA Administrator Web
Console and by the IONA Configuration Explorer.

Note: Managed applications can be written in C++ or Java. The same
management service process (i ona_ser vi ces. managenent ) can be used by
EJB and CORBA (Java and C++) applications.

The IONA Configuration Explorer is a Java graphical user interface (GUI)
that enables you to manage your configuration settings. It communicates
with your Configuration Repository (CFR) or configuration file using [IOP
(Internet Inter-ORB Protocol).

The Orbix Configuration Authority provides a web browser interface to
descriptive information about all Orbix configuration settings. You can
browse and search for information about Orbix configuration variables in
your CFR or configuration file.
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Additional features

Adding management
instrumentation

IONA
Administrator
Web Console

HTTP I

Management Service

Managed
Entity

Domain

Figure 1: /ONA Administrator

Application programmers can add instructions to their code to monitor
specific components in their system. This is known as adding management
instrumentation.

IONA products provide default instrumentation that publishes core
information to the management service for any application built using these
products.

However, programmers might also wish to add custom instrumentation to
an application to suit their needs. IONA Administrator therefore enables full
instrumentation of server code. For information on how to write
instrumentation code, see the Management Programmer’s Guide.



IONA Administrator Web Console

IONA Administrator Web Console

Overview The IONA Administrator Web Console provides a standard web browser
interface to explore and manage distributed applications. The IONA
Administrator Web Console uses HTML and JavaScript to create a standard
explorer view to represent the data.
Figure 2 shows an example IONA Administrator Web Console interface.
3 10NA Administrator - Microsoft Internet Explorer : e =13l x|
File Edit M“iew Favorites Tools Help |
dpack » = - @) 7 | Qsearch [GlFavorites (§fMedia &4 | B-S = =
Address Iéj http:fflocalhost: 53185 admin/index.do j @G ‘L\nks i
n @ F e &
B sample-domain A Server Managed Object
= = @ web_services.container
& Management Senver sample-domain:type=Server name=web_serices. container Dormain=sample-domain
& iona_services. locator. summer
Marne web_serices container
Diornain sample-domain
ActiveProcesses { web_senices.container.container_1 }
State Running
shutdown
none
‘Qﬁ ’7’7,7 "mv' Local intranet 4
Figure 2: /ONA Administrator Web Console
Multiple applications and You can use one instance of the IONA Administrator Web Console to
domains

manage multiple applications in a single domain. You also can use multiple
instances of the web console to manage multiple domains from a single
machine. This is shown in Figure 3.
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Interaction with the management
service

Web Console architecture

Each IONA Administrator management service makes management data
available using a special URL. The management service is the central point
of contact for management information in each domain. It publishes
information about all managed servers within its domain.

Figure 3 gives an overview of this architecture. Each IONA Administrator
Web Console interacts with one management service only. This means that
each console can administer the managed servers in one of the two domains

only.

Multiple instances of the web console can interact with the same
management service through the same HTTP port.

IONA
Administrator
Web Console 1

HTTP

IONA IONA
Administrator Administrator
Web Console 2 Web Console 3

HTTP HTTP

Management Service

Managed
Application

Domain A

N

Management Service

Application

Managed

Domain B

Figure 3: /ONA Administrator Web Console Architecture




IONA Administrator Management Service

IONA Administrator Management Service

Overview

Management information

Key features

The IONA Administrator management service is the central point of contact
for accessing management information in a domain. The management
service acts as a buffer between managed applications and management
tools.

The management service maintains key state information, reducing the need
to constantly access the managed applications, and thereby improving
performance.

The management service stores and publishes information about all
managed servers within its domain. It exposes attributes, operations, and
events for all managed servers in a domain. The management service also
stores information about user roles and passwords for each user in a
domain.

Note: Each domain can have only one management service.

Key features provided by the management service are:

®  (Centralized repository for all management information.

®  (Centralized collection of event logging information.

®  Persistent storage of event log and agent information.

®  Load management gateway plugins (for example, an SNMP plugin).
®  (Capability to terminate server processes.

For more detailed information, see Chapter 7.
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IONA Configuration Explorer

Overview

10

The IONA Configuration Explorer is an intuitive Java GUI that enables you to
view, modify, and search for configuration settings.

In Figure 4, the Contents pane on the left shows the configuration scopes
and namespaces displayed for a domain named ny- donai n. The Details
pane on the right displays the configuration variables and their values.
Clicking on a icon on the left displays its associated variables on the right.

Domain Edit Help

almE X

{® IONA Configuration Explorer 6.0

=10l x|

Contents

Detailz

B Domains
s Elmydormar]
@ (3 demos
@ (3 iona_semices
& IT_MgmtoRB
@ ipc_clean
Jiras
@ multicast_demo
@ IPAC_UTIL
@ IPAC_ORB
B 1oad_balancers
B plugins
B url_resolvers
B initial_references
B value_factories
B orb_rnanagerment
B url_protocals

[ binding

MName

Walue

IDL Type

APPSERVER_CLASSPATH
admin_plugins
MANAGEMENT_CLASSPA...
canfig.domain.owner
export_canfig.arbacus
admin_parser_name
IPAS_REPOSITORY_URL
APPSERVER_LOG
CLASSLOADING_CACHE..
LOCAL_MODE_DAEMON...
o2k.data.root
CLOUDSCAPE_DATABAS...
IT_GLOBAL_REPOSITORY
IT_LocatarReplicas
orh_plugins
IT_MameSericeReplicas
canfig.daemaon.install
IMS_CLASSPATH
IPAS_ARCHIVE_URL
EXTERMAL_SERWICES_L...

flatest-kitaspl6.0Vibj2ee...
locatar_adm,config_adm,i...
flatest-kitietc\damains AL,

false
admin_parser.tcl

file:fif\latest-kitwarmy-do...
fAlatest-kitwarmy-domaint...
file:fif\latest-kitwarmy-do...
I0R:01000000210000004...

filatest-kitwar
filatestkitietcidbs

file:fif\latest-kitwarmy-do...
iona_serices locatar=cor...
local_log_stream,iiop_pr...
iona_serices.naming=10...

false

flatest-kitaspl6.0Mibjms....
file:fif\latest-kitwarmy-do...
fAlatest-kitwarmy-domaint...

string
string
string
string
string
string
string
string
string
string
string
string
string
string
string
string
string
string
string
string

Ready

B Configuration |

Figure 4: |/ONA Configuration Explorer




Multiple Domains

IONA Configuration Explorer
architecture

IONA Configuration Explorer

You can use a single instance of the IONA Configuration Explorer to manage
configuration of multiple domains, both locally and on remote host

machines. The IONA Configuration Explorer communicates with CFRs in

any domains that it can contact. It can also read file-based domains where

they are locally visible.

Figure 5 shows an IONA Configuration Explorer architecture. IONA

Configuration Explorer 1 interacts with both a shared CFR-based domain
and a local file-based domain, and can therefore manage configuration in

either domain. IONA Configuration Explorer 2 only manages the CFR-based

domain.

IONA
Configuration
Explorer 1

IONA
Configuration
Explorer 2

{L

1IOP

/

Local Configuration File

Managed
Server

Domain A

N

Configuration Repository

Managed
Server

Domain B

Figure 5: J/ONA Configuration Explorer Architecture
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Orbix Configuration Authority

Overview

12

The Orbix Configuration Authority displays text descriptions of all Orbix
configuration settings. Its web browser interface enables you to navigate to
and search for configuration information, as shown in Figure 5.

The navigation tree, on the left of the screen displays a hierarchical list of
configuration namespaces and variables. The details pane, on the right,
displays information about the configuration variables associated with the
selected node on the tree.

a Orbix E2ZA Configuration Authority - Microsoft Internet Explorer : B |EI 1'

File Edit View Favorites Tools Help |

Bk - = - D at | @search GaFavortes reda (4| By Sy - 5 =)

Address [&] hetp:/localhost 53185jcafcahtml | @so |Links

Orbix E2A Configuration Authority [Beta]

Configuration Authority

ﬂ Configurstion Authority
[ cotet i Configuration Description
[ Hameservice Wariable

] addr : destinations:gqueue_list  quews list specifies the names of the initial queue objects
£ acert_cortainer i JMS creates to support point to point messages when it
inclin : starts. Defaults to [Mquewed”, "queweT"].

[ classloader © | destinations:topic_list  topic_fist specifies the names of the initial topic objects

£ configuration ! I3 creates to support publish and subscribe messages
) corbalacs : when it starts. Defaults to ["topic0"”, “topicT"]

[ destinations
| domain_plugins
[ event barrier
[ event histary
| event listener

event log

gvent processor H
hd
| _'I_I :

‘ﬁj l_ l_ l_ E Lacal intranet 4

Figure 6: Orbix Configuration Authority

The Search box located at the top right of the screen enables you to search

for information about configuration variables containing a specified text
string.

For more detailed information about the Orbix Configuration Authority, see
Chapter 5.
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IONA Administrator Tasks

Overview

Managing domains

Managing servers

Monitoring events

Typical Orbix management tasks that you can perform with IONA
Administrator include:

®  “Managing domains”.

®  “Managing servers”.

®  “Monitoring events”.

®  “Managing configuration settings”.
®  “Getting started”

This section gives a quick overview of these tasks, and shows where you
can find further information in this book.

Typical domain management tasks include:
® Viewing domains.
®  Monitoring domain status (whether it is running or stopped).

Chapter 3 explains how to manage domains using the IONA Administrator
Web Console.

Typical server management tasks include:

®  Viewing servers.

®  Monitoring server status (whether it is running or inactive).

®  Controlling servers (shutting down, setting attributes, and invoking
operations).

Chapter 3 explains how to manage servers using the IONA Administrator
Web Console.

Typical event management tasks include:
®  Selecting a domain in which to manage events.
®  Viewing full details of an event.

®  Setting event viewing options. For example, you can set the number of

events viewed, set the kind of events viewed.

13
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Managing configuration settings

Getting started

14

Chapter 4 explains how to manage events using the IONA Administrator
Web Console.

Typical configuration management tasks include:

® Lloading up a domain.

®  Viewing configuration settings.

®  Searching your configuration.

®  Finding text descriptions of configuration variables.

Chapter 5 explains how to find text descriptions of configuration variables
using the Orbix Configuration Authority. Chapter 6 explains how to manage

configuration settings using the IONA Configuration Explorer. Chapter 7
explains how to manage configuration settings for the management service.

For details of getting started with the IONA Administrator Web Console, see
Chapter 2.



In this part

Part ||

Managing Applications

This part contains the following chapters:

Getting Started with the Web Console page 17

Managing Applications in the Web Console page 29

Managing Events in the Web Console page 43







In this chapter

CHAPTER 2

Getting Started
with the Web
Console

This chapter explains how to get started with the IONA
Administrator Web Console. It describes how to start and
navigate through the web console, and how to get help,

The IONA Administrator Web Console is a standard web browser interface
that enables you to explore and manage distributed applications. The IONA
Administrator Web Console uses HTML to create a standard explorer view to
represent the data. For an overview of the IONA Administrator Web Console,
see Chapter 1.

This chapter contains the following sections:

Before Starting the Web Console page 18
Starting the Web Console page 19
Navigating the Web Console page 23
IONA Administrator Icons page 26

17
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Before Starting the Web Console

Overview

Check your browser version

Ensure your configuration is
correct

Ensure Orbix services are running

Ensure your managed server is
running

18

This section explains the requirements for starting the web console. Before
starting, you should:

1. “Check your browser version”.
2. “Ensure your configuration is correct”.

3. “Ensure your managed server is running”.

The recommended web browsers for use with the web console are:

®  Microsoft Internet Explorer 5.5 or later.

®  Netscape Navigator 6.0 or later.

Note: Versions 4.0 or later of these browsers, or other browsers with

similar support for JavaScript, can also be used. However, some visual aids
may not be available.

When you have successfully installed and configured Orbix, your system is
configured to run the IONA Administrator Web Console.

To ensure that your system is configured correctly, type the following
command:

install -dir\etc\bin\ donai n- name_env

Before starting the IONA Administrator Web Console, you must ensure that
your Orbix services are running.

To run your Orbix services, Use the following command:

install-dir\etc\bin\start_donai n- name_servi ces

IONA Administrator enables runtime management. This means that any
additional instrumented server that you wish to manage (other than the
Orbix services) must also be running.
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Starting the Web Console

Overview

Starting in a non-secure domain

Starting in a secure (iSF) domain

This section describes how to start the web console from your web browser,
and how to log in as an administrator. It includes the following:

®  “Starting in a non-secure domain”.

®  “Starting in a secure (iSF) domain”.

®  “Troubleshooting the web console”.

®  “Logging into a non-iSF domain”.

®  ‘“Logging into an iSF domain”.

To start the IONA Administrator Web Console, type the following URL in the
Address field of your browser:

http://1 ocal host: 53185/ adni n

You can start the web console by specifying the address of any management
service host in your browser. To start the web console, use the following
URL:

http://host: port_nunber/adm n

The variable host is the name or IP address of the host that the domain’s
management service is running. The variable port _nunber is the port
number of the web server configured for this domain. The default port
number is 53185.

Example addresses are:

http://1 ocal host: 53185/ adni n
http://hant et. nyco. com 53185/ adni n
http://192. 165. 146. 12: 53185/ adni n

To start the IONA Administrator Web Console in a secure (IONA Security
Framework) domain, type the following URL in the Address field of your
browser:

https://1 ocal host: 53186/ adm n

Accessing the web console over https provides an extra level of security. If
you deploy a domain that is either secure or semi-secure, the deployer adds
configuration to allow the web console to be accessed over a secure https
connection.

19
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Troubleshooting the web console  non-iSF domain The management service requires the following
configuration setting:

i ona_ser vi ces{

nmanagenent {

pol i ci es: wel | _known_addr essi ng_pol i cy: http: addr_list =
["ny-host : 53185", "l ocal host:53185"];

h
b

The variable ny- host refers to your hostname.

iSF domain The equivalent setting is as follows:

i ona_ser vi ces{
managenent {
pol i ci es: wel | _known_addr essi ng_pol i cy: https:addr_list =
["ny-host : 53186"] ;
b
b
In this case, you would direct your browser to:

https://ny-host: 53186

IThe login dialog When you start up the IONA Administrator Web Console, the Enter Network
Password dialog appears. This dialog is shown in Figure 7.

Enter Network Password I 2=l

% Fleaze type your uzer name and password.
Site: localhost

Realm 10MA& Administrator

User Mame IAdministrator

Password Iﬁ

¥ Save this password in pour password list

()8 I Cancel

Figure 7: The Login Dialog

20
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Logging into an iSF domain

Starting the Web Console

To log into a domain that does not use iSF (the IONA Security Framework),
perform the following steps:

Step Action
1 | In the User Name field, type Admi ni strator.
2 | In the Password field, type | ONA.
3 | Press the OK button.

Note: The User Name and Password are case sensitive.

When logging into an iSF domain, the user name and password are
authenticated against the iSF server. If this server is installed to use the
default file system provider, perform the following steps:

Step Action

1 | In the User Name field, type:
Adni ni strator (for newly deployed Service Pack 1 domains)
or
I ONAAdni n (for existing, pre-Service Pack 1 domains)

2 | In the Password field, type:
I ONA (for newly deployed Service Pack 1 domains)
or
adm n (for existing, pre-Service Pack 1 domains)

3 | Press the OK button.

Note: The User Name and Password are case sensitive.

21
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The IONA Administrator Web When you have logged in, the IONA Administrator Web Console appears in
Console a browser window, as shown in Figure 8.

/3 10NA Administrator - Microsoft Internet Explorer 1ol x|

File Edit ‘iew Favorites Tools  Help ﬁ
4Bk - = - (D it | Qsearch [GlFavorites  iMedia (% | B-S=E =

Address I@ httpifflocahost:53185 adminfindex, do j ﬁGu ‘ Links **

R B

B-& sample-domain . ;
B, Servers IONA Administrator
& web_senices.container

& Management Server
& iona_semices locator.su 6 Help

[, iona_serices. node_dael

Configuration Authorit

Product Docurmentation

Security Administration

o —— - ]
@ - T

Figure 8: /ONA Administrator Web Console

22
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Navigating the Web Console

Overview

The navigation tree

Tree nodes

Navigating through the IONA Administrator Web Console is straightforward.
The main components of the console are:

®  Navigation tree.

®  Details pane.

® Toolbar icons.

This section describes how to use these components to navigate through the
system.

The navigation tree on the left of the console is the starting point for
exploring distributed applications. It enables you to navigate to the managed
servers that you require.

In Figure 9, the navigation tree displays managed IONA services.

E-& sample-domain
El-g% Serers
B weh_sernices.cantainer
& Management Server
%, iona_semices locatar summer
5, iona_semrices node_daeman. summer

Figure 9: The Navigation Tree

Clicking on any node in the navigation tree causes the contents of the node
to be displayed in the details pane on the right of the console. Nodes that
use the following icon represent information types:

b2

Figure 10: Information Type Icon

23



CHAPTER 2 | Getting Started with the Web Console

Viewing tree node details

Viewing the contents of selected
nodes

24

Information type nodes do not represent manageable objects themselves but
indicate the type of the managed objects that they contain. For example, a
domain contains a node labelled Servers, and everything contained in this
node is a server. A server is defined as a replicated set of processes. For
example, under the Servers node is a server instance called

web_ser vi ces. cont ai ner . This contains a Processes node, which indicates
the set of processes that make up this server. This node contains the actual
instances of processes within this server, in this case there is only one.

The details pane on the right of the console window shows the details of the
selected tree node. Figure 11 shows the details of the
web_servi ces. cont ai ner .

Server Managed Object
web_services.container

sample-domain:type=Server name=web_services. container, Domain=sample-
domain

Marne web_services. container

Darnain sample-darmain

ActiveProcesses { web_serices. container.container 1}

State Running

Operation Parameters

shutdown

Figure 11: The Details Pane

To view the contents of the selected tree node, simply click the node in the
navigation tree. This displays the contents in the details pane on the right.

As long as there are child nodes in the tree, this display shows a list of the
contained child nodes.



Viewing attributes of managed
servers

Refreshing the details pane

Launching a new window

Navigating the Web Console

To drill down further into a managed server, click any of the hyperlinks in
the Value column in the details pane. The hyperlinks in the Attribute
column show detailed information about the attribute. Figure 12 shows the
information displayed for a O eat edBy attribute.

Microsoft Internet Explorer
& Attribute Description: The uzer id of the perzon wha started thiz Server

Attribute IDL Type: string
150 Latin-1 character string - variable length

Figure 12: Viewing Attributes of Managed Servers

To perform a forced refresh on the details pane, use the Refresh button on
the toolbar, as shown in Figure 13:

Figure 13: Refresh Button

Note: Performing a forced refresh overrides any browser caching. Browser
caching should always be disabled when using the IONA Administrator Web
Console.

To launch another instance of the web console, click the New Window
button, as shown in Figure 14-:

o

Figure 14: New Window Button

Launching another instance of the web console is very useful when you
want to display multiple managed servers simultaneously.
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IONA Administrator Icons

Overview This section explains the icons used in the IONA Administrator Web
Console:

®  “Toolbar icons”.
®  “Managed server icons”.

Toolbar icons The icons used in the web console toolbar are:

Table 1: Toolbar Icons (Sheet 1 of 2)

Icon Description
New Window
E Opens a new browser window

that runs the IONA Administrator
Web Console independently from
the current window.

Refresh

@ Performs a refresh on the Details
Pane. This refresh overrides
caching.

Backward

Brings you to the previously
= :
viewed page.

Forward

= Reverses a Backward move.

Events Console

g Displays the Events Console in a
separate window.
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Managed server icons

Table 1:

IONA Administrator Icons

Toolbar Icons (Sheet 2 of 2)

Icon

Description

o

Quick Overview Help

Displays the quick help in the
Details pane.

The managed server icons are shown in Table 2:

Table 2: Managed Server Icons (Sheet 1 of 2)
Icon Description
- Orbix managed server object.

Information type (for example,
Servers or Processes).

Orbix managed server process.

Orbix ORB (Object Request
Broker).

Orbix POA (Portable Object
Adapter).

Container.

EJB module.
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Table 2: Managed Server Icons (Sheet 2 of 2)

Icon

Description

@

Stateless or stateful session bean.

¢

Container or bean managed entity
bean.

Web module.

W

Servlet.

Data source.

Resource.

Namespace.




In this chapter

CHAPTER 3

Managing
Applications in the
Web Console

This chapter explains how to use the IONA Administrator Web
Console to monitor and control applications in a domain.

The IONA Administrator Web Console displays the manageable components
of distributed applications in a single domain. You can use the IONA
Administrator Web Console to manage servers within a domain.

This chapter contains the following sections:

Monitoring Managed Applications page 30
Controlling Managed Servers page 34
Managing the ORB Core page 38
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Monitoring Managed Applications

Overview

Domains

Managed servers and processes

30

This section explains the key concepts and shows how to monitor managed
applications in a domain. It includes the following:

®*  “Domains”.

®  “Managed servers and processes”.
®  “Management instrumentation”.

®  ‘“Enabling default instrumentation”.
* “MBeans”.

*  “Viewing managed servers”.

®  “Attributes of managed servers”.

®  “Drilling into a managed server”.

®  “Monitoring status”.

A domain is an abstract grouping of components of a distributed
application. Typically a domain describes all the components that run on
hosts within the same physical location, whether this is the same LAN, the
same building, the same town, or the same country.

A domain can contain any number of managed servers. A managed server
can be an instance of an EJB application server, or any other registered
process.

Note: An IONA Administrator domain is equivalent to an Orbix
configuration domain.

A managed server is a set of replicated managed processes. A managed
process is a physical process which contains an ORB and which has loaded
the management plugin. The managed server can be an EJB application
server, CORBA server, or any other instrumented server that can be managed
by IONA Administrator. A domain can contain any number and any types of
managed servers.



Management instrumentation

Enabling default instrumentation

MBeans

Monitoring Managed Applications

A server process becomes a managed server when it contains core
management instrumentation. This consists of instructions in the server
code that enables management of specific server components.

Developers should see the Management Programmer’s Guide for details of
how to add custom management instrumentation to a server application.

By enabling the default management instrumentation on your server, you
can display server information in the IONA Administrator Web Console,
without adding any custom instrumentation code.

To enable the default instrumentation for your server, set the following
configuration variables:

pl ugi ns: orb: i s_managed = true;

pl ugi ns: i t_ngnt: managed_server _i d: nane = <your _server _nane>;

Set <your _ser ver _nane> to the server name that you want to appear in the
IONA Administrator Web Console.

An MBean is a term used by Java Management eXtensions (JMX) to
describe a generic manageable object, a managed bean. MBeans are
identified by a unique name and can have a number of manageable
attributes and operations. All managed entities within a domain are
represented by JMX MBeans.

The Process MBean is the starting point for navigation through a sever in the
IONA Administrator Web Console (i PAS. Server. Defaul t in Figure 15). Itis
the first-level MBean that is exposed for management of an application.
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Viewing managed servers

Attributes of managed servers

32

You always start monitoring a managed server by selecting it from the
navigation tree. Figure 15 shows the initial display for an Object Transaction
Service (OTS) managed service.

2} 10NA Administrator - Microsoft Internet Explorer (=] ]

Fle Edt View Favorites Tools Help ‘

Ggack » = - @ @) & | Qocarch GFovortes Pvede F |- S EEH O

Aderess [ €] http: flocalhost 53185/ adninindex,do -] @ee |Lm E
B & 8|«

E---;é. sample-domain A Semver Managed Object
TGS e cona| . IONA_Services.otstm.summer

& Management Server sample-domain:type=Serer,name=iona_serices. otstm. summer,Domain=sample-
5 a_services.locatol domain
stm

Name Iona_senices. otstm. summer
Domain sarmple-dormain
ActiveProcesses { lona_services ofstrm }
State Running

Operation Parameters

shutdown
ol | |

g [ [ [ B8 Localintranet 7

Figure 15: Viewing a Managed Server in the Web Console

The details pane on the right of the screen shows the attributes of the
managed entity represented by the Process MBean. The grey background of
the attribute value cells indicate that all attributes are read-only.

A white text box or a drop down list for the attribute value indicates that an
attributed can be modified. For more information, see “Setting attributes” on
page 34.



Drilling into a managed server

Monitoring status

Monitoring Managed Applications

Attribute values that are represented by a hyperlink indicate a reference to
other managed entities. For example, Figure 15, shows a reference to the
i ona_ser vi ces. ot st mactive process).

Click an icon or hyperlink to open the referenced managed entity. This is
also known as drilling into a managed server. When you drill into a
managed server, each managed entity shows its attributes, and the
navigation tree is populated. Figure 16 on page 35 shows the results of
drilling into the managed server down to its managed Event Log).

You can use the IONA Administrator Web Console to monitor and control
the status of managed servers and domains (for example, to monitor
whether a server is active or inactive).

Monitoring status other than status attributes exposed by MBeans is not
currently supported by the IONA Administrator Web Console.
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Controlling Managed Servers

Overview Controlling a managed server means the ability modify its attributes, and
invoke operations on it. This section includes the following:
®  “Managed server attributes”.
®  “Setting attributes”.
®*  “Example server attributes”.
®  “Managed server operations”.
®  “Example operations”.
®*  “Invoking operations”.
®  “Shutting down servers”.

Managed server attributes You can set attributes in the details pane of the currently displayed
managed entity, as shown in Figure 16. A text box for the attribute value or
a drop-down list indicates that an attribute can be modified. You can get
more information on the attribute by clicking on the attribute name in the
Attribute column.

Setting attributes To set an attribute, perform the following steps:

Step Action

1 | Select the value field on the right hand side of the details pane
(for example, in Figure 16 select the Fi I ters field).

2 | Enter the new value in the text field. Alternatively, for
drop-down lists, click the arrow to select one of the values from
the list.

3 | Click the Set button to apply your changes. You can make
changes to multiple attribute values before applying them.

To revert back to the currently active values, click the Reset button.
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Example server attributes

Controlling Managed Servers

Figure 16 shows some example attributes for a managed Event Log.

/43 10NA Administrator - Microsoft Internet Explorer =] 3]

Ble Edit View Favorites Tools  Help |

GBack - & - @ [ @ | Qoearch Garavortes Pveda (F | E- S EHE O

Addvess [] heepflocalhost: 53185 adminfindex do = e ‘Links »
@ F e a

B sample-domain A event log managed entity
B Sae:ﬁlisemces container @ EventLog

DefaultDorain:type=EventLog,orb=iona_senices. otstr,name=EventLog cascaded=iona_serices.otstm

a&» Management Server
& iona_serices. locator. sumrmet

B, iona_senices.otstm, summer m Value
B gy Processes e T e

E-£¥ iona_sernices. atstm DefaultFilterConfigured  |false
B4 ORBs el ["=WARNERRORIFATAL']
B8 iona_serices.ot:
Bl AutowWorkQu | | Filters I[--‘-DOTS?SRVJH]

& Workauer

Ly >
& iona_senices.node_daeman.

none

4 | 3 | | 2]
& T B

Figure 16: Setting Attributes in the Web Console

Managed server operations Managed servers can expose one or more operations to the management

system. You can then invoke these operations from the console. Operations
are represented in the details pane by the following:

®  QOperation name.

¢ Invoke button.

® Input parameter types.

®  Return parameter type.
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Example operations Figure 17 shows some example operations. For example, the
| ookupJNDI oper at i on() operation takes a JNDI name as input and returns
a corresponding object class name.

undeploy

@ application: I string
lookup.JHDIName

@ Marne to lookup: I string

shutdown

Figure 17: Example Operations in the Web Console

Invoking operations To invoke an operation, perform the following steps:

Step Action

1 | If the operation takes parameters, type your chosen parameters
in the Parameters text box in the details pane. Operations can
take a single parameter, multiple, or no parameters.

2 | Click the Invoke button in the details pane. Figure 18 shows
the dialog displayed for the | ookupJNDI oper ati on() operation.
This dialog displays the corresponding object class name for
the i ona: cl oudscape JNDI name.

Microsoft Internet Explorer [ %]
& Operation invocation successiul for “lookupl MDIMame"
Fieturn tppe: string

Fieturn Walue: JMDI lookup for “iona:cloudscape" returmned object classname =
com.iona.j2ee. jndi.url.iona. CloudscapeContest

Figure 18: /nvoking an Operation

36




Shutting down servers

Controlling Managed Servers

You can shut down any managed server in the console by performing the
following steps:

Step Action

1 | Inthe IONA Administrator navigation tree, select the server that
you wish to shut down. In Figure 18, this is the OTS
transaction service.

2 | In the details pane, click the Invoke button for the shutdown
operation, as shown in Figure 18.

This shuts down the server, and it will no longer be displayed in the IONA
Administrator Web Console.

inistrator - Microsoft Internet Explorer (=] ]

File Edit Favorites Tools  Help ‘
Ggack » = - @ @) & | Qocarch GFovortes Pvede F |- S EEH O
Aderess [ €] http: flocalhost 53185/ adninindex,do -] @ee |Lm E

B & 8|«
B-g& :ga!mplerdumain Server Managed Object

Elgf Servers @ H

S5, wohy_senices contai iona_services.otstm.summer

Management Server sample-domain:type=Serer,name=iona_serices. otstm. summer,Domain=sample-
iona_senices. locatol domain
tm

Name Iona_senices. otstm. summer
Domain sarmple-dormain
ActiveProcesses { lona_services ofstrm }
State Running

Operation Parameters

shutdown
ol | |

g [ [ [ B8 Localintranet 7

Figure 19: Shutdown Operation
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Managing the ORB Core

Overview

Monitoring the server load

Server load attributes

38

For many managed servers, you can view their managed ORBs in the
navigation tree of the IONA Administrator Web Console. This section
explains how to manage various ORB core information. It includes the
following:

®  “Monitoring the server load”.

®  “Server load attributes”.

®  “Sampling throughput between invocations”.

®  “Managing server logging”.

®  “Viewing an event log”.

®*  “Modifying logging filters”.

It is important for administrators to know what kind of load key services are

under. There are many possible ways of estimating the load on a server, but

two key indicators are:

® the number of threads being used by the ORB's automatic work
queues.

® the request throughput of the ORB.

You can view this information by clicking on the ORB MBean below the
managed process in the navigation tree, as shown in Figure 20.

The attributes displayed for the server load include the following:

Number of threads. You can view the number of threads that the ORB is
currently using in all of its automatic work queues using the

Tot al Nunber O Thr eads| nUse attribute. This gives an instantaneous
snapshot of the number of threads in use.

Thread pool size. Thread pools grow to meet demand and then shrink as
demand for threads reduces. The Tot al Thr eadPool Si ze attribute is
therefore a reflection of recent demands on the thread pool.



Managing the ORB Core

Thread queue length. The Tot al QueueLengt h is an indication of the number
of items waiting to be serviced by a thread.

Request throughput. The I ncom ngRequest s attribute shows the number of
requests initiated on the ORB. The Qut goi ngRequest s shows number of
requests initiated by the ORB. Refreshing the display enables you to monitor
differences in these values, however, it can be difficult to estimate what this
means in throughput terms.

A3 10NA Administrator - Microsoft Internet Explorer i =] 3}

Fle Edt View Favortes Tods Heb E
GBack - & - @ [ @ | Qoearch Garavortes Pveda (H | E- S EHEH 0

Address [&] hep:/flocalnost 53185 adminfindex.do ~| Pa ‘Links
o @ g e s
B sample-domain C++ ORB
By Sorers iona_services.namin
B igna_senices.naming. SUMMER — " g
= fga Processes DefaultDormain:type=0RB name=iona_senices. naming,cascaded=iona_semices. naming. SUMMER

E-£¥ iona_senices.naming. SUMMER

& NameSenice e e |
&

= ORBName iona_senices. naming
n:e, mnaisem:es.lucator SUMMER : OREld el el - -
2. fona somees ncde_daemen sUwER || Flgne s e
<& Management Server TotalMumberofAutomatickorkQueues | 1
TotalThreadPoolSize 5
TotalNumberofThreadsinUse 5
TotalQueuel ength 0
OutgoingRequests 280
IncomingReguests 312
SamplingInterval 0
IncomingReguestThroughput 0
SamplePerindBegan Tue, 04 Mar 2003 11:33:31.1050000
SamplePerindEnded Tue, 04 Mar 2003 11:33:31.1050000

Operation Parameters ‘

Update

[@e R
Figure 20: Server Load Details
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Sampling throughput between

invocations

Managing server logging

40

.EIDNA Administrator - Microsoft Internet Explorer

Fle  Edi

You can use the Update operation to sample the throughput between
subsequent invocations. For example, click Update, wait for a few seconds,
and click Update again. The I ncom ngRequest Thr oughput parameter will
indicate the rate of requests per second processed in the interval between
the two calls (rounded to the nearest whole number).

The Sanpl i ngl nterval attribute records the length of the sampling period in
milliseconds; while the Sanpl ePeri odBegan and Sanpl ePer i odEnded
attributes indicate respectively when the sample period began and ended.

For Java and C+ + servers, the ORB's event log is instrumented. The
EventLog MBean is displayed in the navigation tree as a child of the ORB
MBean, as shown in Figure 21. This enables you to perform the following
tasks:

®  View the event log.

®*  Modify the logging filters.

View Favorites Tools Help |

Ggack ~ = - @ @) & | Qocarch GaFavortes Pvede F |- S EEH O

Address |5§| http: fflocalhost 53185 adminfindes. do

] @0 | nks >

B & e &

B~ sample-domain

Elgdy Servers
Bl-, web_services container
B, Management Server
B, iona_senices.locator. summer
B-&, iona_senices.otstm summer
B g Processes
B-§£¥ iona_senices.otstm
B g ORBs
BB iona_senices.ot:
B f_ga.iumWDeru
B Workguer
El g EventLo,

B, iona_senices.node_daemon

i

Ay event log managed entity

® EventLog

DefaultDomain:type=EventLog orb=iona_serices.otstm,name=EventLog cascaded=iona_serices.otstm

e

DefaultFilterConfigured

false

DefaultFilters

["=WWARNIERROR|FATAL"]

Filters [T _0Ts_SRw=""
5o

viewlog
4

| o]

[ [ [BE Cocal intranet %

Figure 21: The

Event Log




Viewing an event log

Modifying logging filters

Managing the ORB Core

To view the event log for a Java or C++ server, perform the following steps:
1. In the navigation tree, click the EventLog MBean.

2. In the details view, click the viewLog operation. This displays recent
logging events for this ORB.

3. Click <Prev and Next> to navigate the log. Clicking next will bring up
more recent events). Clicking on Back to Details returns you to the
main details page for that event log.

You can change your event log filters dynamically by setting the Filters
attribute. This applies to both Java and C+ + servers.

This will have no effect at all if you enter an illegal value. The value must be
a list of strings, for example:

["IT_AassLoadi ng=*", "IT_I|CP_TLSSWARN+ERRCR+FATAL"]

This capability is very useful if your server behaves unexpectedly and you
need to turn up the provided level of logging without restarting the server.
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In this chapter

CHAPTER 4

Managing Events
In the Web

Console

This chapter explains how to use the IONA Administrator Web
Console to monitor events. It explains how to start its Events
Console, and view events for a domain.

The IONA Administrator Web Console’s Events Console enables you to view
events generated by managed servers. The events console shows an
up-to-date list of events in reverse chronological order. You can customize
the severity of events and apply filters to selectively view events.

This chapter contains the following sections:

Starting the Events Console page 44

Viewing Events page 45
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Starting the Events Console

Overview

Using the Events Button

Example Events Console

44

This section explains how to start the IONA Administrator Web Console’s
Events Console.

To start the Events Console, click the Events button in the IONA
Administrator Web Console toolbar, as shown in Figure 22.

g

Figure 22: Events Button

If an events console is already open, subsequent clicks on this button bring
the web console to the foreground.

An example Events Console started from the web console is shown in
Figure 23. The events are shown in a list starting with the most recent event
at the top.

[ 1084 dnstraton Events Comsoe - MicronotInernet larer g
@ | Threshold [la =1 | Display[50 ~|Events

Date _[Time _[SeveritylEvent Source ]

11/26/03|2:56 PM |Info lManagement Server I mbean registered

11/26/03|2:56 PM |Info lManagement Server I mbean registered

11/26/03|2:56 PM |Info iona_services management server|com.iona.management ProcessRegistered
11/26/03|2:56 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info iona_services management server|com.iona.management ProcessRegistered
11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info iona_services management server|com.iona.management ProcessRegistered
11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info iona_services management server|com.iona.management ProcessRegistered
11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM |Info lManagement Server I mbean registered

11/25/03|2:54 PM [Info Management Server WX mbean registered -|
& [ [ [BELocalintraret 7

Figure 23: Events Console



Viewing Events

Viewing Events

Overview

Viewing Events in a Domain

Refreshing the Event List

Setting the Number of Events
Displayed

This section explains how to use the IONA Administrator Events Console. It
includes the following:

®  ‘“Viewing Events in a Domain”.

®  “Refreshing the Event List”.

®  “Setting the Number of Events Displayed”.

®  “Setting the Event Threshold”.

®  ‘“Information Displayed in the Event List".

®*  “Viewing Full Details of an Event”.

®  “Filtering Events”.

Events are always shown on a per-domain basis. To view events from a
different domain, start a web console connecting to the domain's
management service and launch the events console from there. See “Before
Starting the Web Console” on page 18 for more details.

The event display shows an up-to-date list of events when first started. The
display is not updated automatically. To refresh the display, click the
Refresh button in the toolbar, as shown in Figure 24.

[

Figure 24: Refresh Button

To set the maximum number of events being retrieved from the
management server, click the drop-down box at the Display Events field at
the top of the console.
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Setting the Event Threshold

Information Displayed in the
Event List

Viewing Full Details of an Event

Filtering Events

46

The Threshold setting specifies the lowest severity of events that you want
to include in the displayed list. There are four severities:

Oitical

Error

\Mr ni ng

Info

The highest event severity is Oritical and the lowest is | nfo.

To set the events threshold, click the Threshold drop-down box at the top
left of the console.

The event list shows the following summary information about each event:
® Date and time of the event.

®  Severity of the event.

®  Agent that created the event.

®  Name of the event.

To get comprehensive details of a particular event, simply click the event in
the event list. Figure 25 shows displays full details for a an event from an
example Bank application. This application sends a

Managedi BankAut hori sat i on. | ogi nFai | ed event when a user login fails.

You can also customize the severity of events and apply filters to selectively
view events by modifying shared filters for a domain. For more information,
see “Management Service Configuration” on page 81.



Viewing Events

Microsoft Internet Explorer

& Event Mame: ManagedB ankAuthorization. loginF alled
Severity: Infa
Timestamp: Wed May 16 18:20:23 GMT+01:00 2001
Sequence Mumber: 404

Source Agent: iPAS Server. Default
Source MBean: examples.ejb.management.ibank. M anagediB ankAuthaorization@2d81 3e

Ewent Description: Attempt to log inta account FAILED for uzemnane: john

Froperties:
Meszage: Attempt to log into account FAILED for usemane: john
Type: ManagediBankAuthorization. loginF ailled
TimeStamp: 990033623222
SequenceMumber: 0
Source: examples.ejb.management.ibank. M anagediB ankAuthorization@2481 3=
UserData: null

Figure 25: Full Details of an Event
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In this part

Part 11l

Managing Configuration

This part contains the following chapters:

Finding Configuration Information page 51

Managing Configuration Settings page 59

Management Service Configuration page 81







In this chapter

CHAPTER 5

Finding
Configuration
Information

This chapter explains how to use the Orbix Configuration
Authority to find information about Orbix configuration

settings.

Note: The Orbix Configuration Authority is available as a Beta version in
this release.

This chapter contains the following sections:

Orbix Configuration Authority page 52
Starting the Configuration Authority page b4
Viewing Configuration Information page 56
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Orbix Configuration Authority

Overview This section introduces the Orbix Configuration Authority, shown in
Figure 26. The Configuration Authority provides a web browser interface to
descriptive information about all Orbix configuration settings. This section
includes the following topics:

®  “Configuration Authority components”.

®  ‘“Configuration Authority icons”.

/] Orbix E2A Configuration Authority - Microsoft Internet Explorer 10l =l

File Edit Wiew Favorites Tools Help |

GBack ~ = - ) at | Qhsearch [GlFavorites GhMedia £4 | BN Sy - =

Address I@ http: fflocalhost: 53185 cafca. html j @Go Links

Orbix E2A Configuration Authority

Configuration Authority

ﬂ Configuration Authority '

-] comet ! Configuration Description

T MameService : Variable

-] addr destinations:queue_list  queus list specifies the names of the initial queue objects
+-E7) aent_container : JMS creates to support point to point messages when it
1153 bindin starts. Defaults to ["quensl", "queus"].

-0 classlnader destinations:topic_list  topic_list specifies the names of the initial topic objects

+-E7) configurstion JWS c_reates to support puhlish_and suh;crihe messages
) corbaioes when it starts. Defaults to ["topic0”, "topicT"].

]—D destinations
]—D domain_pluding
]—D evert barrier
]—D evert histary
]—D event listener
]—D event log

]—Devent processar = E
| B

E
E
E
E
E
E
E
E
E
E
E
E
E
E

4

|€| ’_ ’_ ’_ E Local intranet 4

Figure 26: Orbix Configuration Authority
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Configuration Authority
components

Configuration Authority icons

Orbix Configuration Authority

The Orbix Configuration Authority, as shown in Figure 26, is divided into

three main areas.

Navigation tree

Details pane

Search box

The navigation tree, on the left of the screen, is the
starting point for exploring for configuration
information. This is used to display a hierarchical
list of configuration namespaces and variables.

The details pane, on the right of the screen,
displays information about the configuration
variables associated with the selected node on the
tree.

The Search box located at the top right of the
screen enables you to search for information about
configuration variables containing a specified text
string.

The icons used in the Orbix Configuration Authority are shown in Table 3.

Table 3: Configuration Authority Icons.

Icon

Description

Configuration namespace.

=

Configuration variable.
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Starting the Configuration Authority

Overview

Starting from your browser

54

This section describes how to start the Orbix Configuration Authority from
directly from your web browser. It includes the following:

®  “Starting from your browser”.
®  “Troubleshooting”.

Note: Before starting the Orbix Configuration Authority, check the steps
described in “Before Starting the Web Console” on page 18.

To start the Orbix Configuration Authority, type the following URL in the
Address field of your web browser:

http://1 ocal host: 53185/ ca
You can start the web console by specifying the address of any management

service host in your browser. To start the web console, use the following
URL:

http://host: port_nunber/ca

The variable host is the name (or IP address) of the host that the domain’s
management service is running. The variable port _nunber is the port
number of the management service configured for this domain. The default
port number is 53185.

Example addresses are:

http://1 ocal host: 53185/ ca
http://hani et. nyco. com 53185/ ca
http://192. 165. 146. 12: 53185/ ca



Troubleshooting

Starting the Configuration Authority

The management service requires the following configuration setting for the
web browser used by the Configuration Authority:

i ona_ser vi ces{

managenent {

poli ci es: wel | _known_addr essi ng_pol i cy: http:addr_list =
["host : port-nunber”, "l ocal host: port-nunber”];
b

b
The variable ny- host refers to your hostname; port - nunber refers to the
management service port number that is configured for your domain.
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Viewing Configuration Information

Overview

Viewing for all variables in a
namespace

Viewing for a specified variable

56

You can browse for information using the navigation tree and details pane.
This section explains the following:

®*  “Viewing for all variables in a namespace”.

®*  “Viewing for a specified variable”.

®  “Searching the Configuration Authority”.

®*  “Viewing the entire contents”.

®  “Printing a hard copy”.

To view information about all the variables contained in a specific
namespace, click the namespace folder in the navigation tree.

This displays text descriptions for all the variables in that namespace in the
right pane.

Figure 26 on page 52 shows the information displayed for the variables in
the desti nati ons namespace. This is used to configure the Java Messaging
Service (JMS).

To view information about a particular variable, drill down to the variable
icon in the navigation tree. This displays a text description for the variable in
the right pane.

Figure 27 shows the information displayed for the

Conet : Servi ce: NameSer vi ce variable. This is used to configure the naming
service used to bridge from CORBA to Microsoft COM (Common Object
Model).



Searching the Configuration

Authority

Viewing the entire contents

Printing a hard copy

Viewing Configuration Information

/3 Orbix E2A Configuration Authority - Microsoft Internet Explorer

Fle Edt Vew Favorkss Took Hel
back ~ & - D @) 4| Disearch [Cravores Pveda (4| S ¥ - H o

address [] bttpiffiocathost:53185/cafea himl | oo |unks
Orbix E2A Configuration Authority [Beta]

Configuratien Authority HE“—

) Configuration Authorty =

Configuration Variable Description

COMet:Services MameService  MameSenvice instructs COMet to use a different
naming service than the ane specified in
initial_references: NameService. The value specified

b is the full pathname to the file that containg the IOR

for the degired naming semice.

-0 NameService
) ackdr

-] aent_container
-0 binding

E
E
E
E

-] classloader

) configuration

£ corbalocs

£ destinations >
4 = » :

[&] Dane: [ [ [ [Z2 Loca intranet 4

Figure 27: Viewing a Configuration Variable

Use the Search box in the top right of the screen to search the Configuration
Authority for all variable names that contain your specified search text.

For example, enter the text cl assl oader to find all configuration variables
that contain the text cl assl oader in its name.

To view the entire contents of the Orbix Configuration Authority, press the
Search button without typing in any search string. This displays all
information about all Orbix configuration variables stored in the
Configuration Authority.

Viewing the entire contents of the Configuration Authority displays all the
information in a single HTML file, sorted alphabetically by configuration
namespace. You can print the result of for a hard copy of all the information
in the Configuration Authority.

Note: Ensure that your system is configured to print a Landscape
orientation before printing the entire contents.
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In this chapter

CHAPTER 6

Managing
Configuration
Settings

This chapter explains how to use the IONA Configuration
Explorer to manage your Orbix configuration settings in
multiple domains.

The IONA Configuration Explorer enables you to view, search for, and edit
configuration settings. For details of how to find information about specific
Orbix configuration settings, refer to Chapter 5. Alternatively, see the Orbix
Configuration Reference.

This chapter contains the following sections:

IONA Configuration Explorer page 60
Viewing Configuration Settings page 64
Finding Configuration Settings page 68
Modifying Configuration Settings page 71
Creating Configuration Settings page 74
Deleting Configuration Settings page 78
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IONA Configuration Explorer

Overview

60

This section introduces the IONA Configuration Explorer, shown in
Figure 28. It includes the following sections:

®  “IONA Configuration Explorer components”

®  “Contents pane icons”.

®  “Toolbar icons”.
®  “Starting IONA Configuration Explorer”.
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Figure 28: The Configuration View Tab




IONA Configuration Explorer
components

IONA Configuration Explorer

The IONA Configuration Explorer is divided into three main areas.

Contents pane

Details pane

Menu and Toolbar

The Contents pane, on the left of the screen, is the
starting point for exploring your configuration. This
is used to display a hierarchical list of configuration
domains, scopes, and namespaces.

The Details pane, on the right of the screen,
displays the configuration variables associated
with the selected node on the tree, and also
enables you to edit these variables.

Figure 28 shows a blank pane because a
configuration domain has not been loaded yet.

The menu and toolbar, located at the top of the
screen, enable you to perform various actions in a
domain (for example, searching your configuration,
or modifying a configuration setting).

Note: In a file-based domain, you can view and find configuration
settings. In a configuration repository domain, you can also create, modify
and delete configuration settings.
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Contents pane icons The icons used in the Contents pane are shown in Table 4.

Table 4:  Navigation Tree Icons.

Icon Description

Q Unloaded configuration domain.

File-based configuration domain.

1]

|

1 Configuration repository domain.

1

|

Configuration namespace.

g Configuration scope.

Toolbar icons The icons used in the IONA Configuration Explorer toolbar are shown in
Table 5.

Table 5:  Toolbar Icons.

Icon Description
@ Create a configuration scope.

7 Create a configuration namespace.
e
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IONA Configuration Explorer

Table 5: Toolbar Icons.

Icon Description
[5? Create configuration variable.
(i\ Find a configuration setting.

@ Delete a configuration setting.
&3 Help.
o

Starting IONA Configuration To start IONA Configuration Explorer, perform the following steps:
Explorer 1. Change to the following directory:

instal | -dir\asp\6. 1\ bi n\
2. Enter the following command:

i tconfi gexpl orer
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Viewing Configuration Settings

Overview

Loading up a domain

64

You can view the contents of a domain using the navigation tree and details
pane. This section explains the following:

® “Loading up a domain”.
®  “Viewing Configuration Scopes and Namespaces”.
®*  “Viewing Configuration Variables”.

Before you can view your configuration settings, you must first load up your
selected domain in the navigation tree.

To load up a domain, click the domain in the navigation tree. The domain
icon in the navigation tree changes to a loaded domain, and the variables in
the root configuration scope are displayed in the details pane.

Figure 29 shows a loaded domain in the navigation tree, and the root level

settings for this domain in the Details pane. In this case, the domain is a
local file-based domain named ny- donai n.



Viewing Configuration Scopes and
Namespaces

Viewing Configuration Settings
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Figure 29: Viewing Configuration Settings

You can view configuration scopes and namespaces in a domain by simply
expanding or contracting the loaded domain in the navigation tree.

To expand a domain in the tree, click the + sign on the left. You can also
double-click a the domain icon to expand it. For example, Figure 29 shows
the result of double-clicking on the ny- domai n icon.
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Drilling into the tree

Collapsing the tree

You can view sub-scopes and sub-namespaces by drilling further into the
navigation tree. The navigation tree in Figure 30 shows the contents of the

i ona_ser vi ces scope (for example, the | ocat or sub-scope).

To close a tree node, click the - sign on the left, or double-click an

expanded folder. For example, in Figure 30, double-click ny- donai n.
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[ event_processor
R event_barrier

@ [ pluging
BB remote_ohjects
B severity_assigner
B event_history
B binding
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Figure 30: Viewing Configuration Scopes and Namespaces



Viewing Configuration Variables

Viewing Configuration Settings

The details pane on the right of the Configuration View displays the
configuration variables contained directly within the currently selected scope
or namespace.

To view a configuration variable in a domain, navigate to its scope or
namespace in the navigation tree. The variable details appear in the details
pane. For example, Figure 31 displays the variables contained in the

event _hi st ory namespace, in the i ona_ser vi ces: managenent scope. The
details pane displays the variable name, value, and type.
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Figure 31: Viewing Configuration Variables
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Finding Configuration Settings

Overview This section explains how to find configuration settings in a loaded domain.
It includes the following:

®  “Finding a text string in a domain”.

“Example search”.

“Performing repeat searches”.

e Find: |event_hist0ry |
ook in

¥ Mamespaces ¥ Scopes

[ variable names [ variable values

[ Match case [ Match whole waords

Cancel

Figure 32: The Find Dialog

For details of how to load up a domain, see “Loading up a domain” on
page 64.



Finding a text string in a domain

Example search

Finding Configuration Settings

To search a domain for occurrences of a particular text string, perform the
following steps:

Step Action

1 | Select your domain in the navigation tree.

2 | Select Edit|Find from the main menu. The Find dialog
appears, as shown in Figure 32. Alternatively, click the Find
button in the toolbar:

(]

N

3 | Enter your chosen text in the Find text box. Figure 33 shows a
search for the string web_ser ver.

4 | Press the Find button. Figure 34 shows the result of this
search. The web_server configuration namespace and its
configuration variables are displayed.

Figure 33 shows an example search in the Find dialog.

Find x|
Q Find: |event_hist0ry |
Look in

¥ Mamespaces ¥ Scopes

[ variable names [ variable values

[ Match case [ Match whole waords
| Find | Cancel

Figure 33: Example Search
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Performing repeat searches

To repeat your last search, select Edit|Find Again from the main menu.

Alternatively, press the F3 button.
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Figure 34: Result of Example Search



Modifying Configuration Settings

Modifying Configuration Settings

Overview

Loading up a domain

You can modify the contents of a domain using the navigation tree and
details pane. This section explains how to modify configuration variable
settings. It includes the following:

® “Loading up a domain”.
®  “Configuration variable settings”.
®  “Modifying configuration variables”.

Note: You can modify settings in a configuration repository (CFR) domain
only. You can not use this tool to modify settings in a file-based domain.
You should edit your configuration file instead.

The default configuration settings are suitable for most environments. For
detailed information about configuration settings, see Chapter 5.

Before you can modify your configuration settings, you must first load up
your selected domain in the navigation tree.

To load up a domain, click the domain in the navigation tree. The domain
icon in the navigation tree changes to a loaded domain, and the variables in
the root configuration scope are displayed in the details pane.

Figure 35 shows a loaded configuration repository domain, named
confi grep_domai n, in the navigation tree. The root level settings for this
domain are shown in the details pane.

Note: Your CFR must first be running before it can load up in the IONA
Configuration Explorer.

71



CHAPTER 6 | Managing Configuration Settings

Configuration variable settings

72
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Figure 35: Loaded Configuration Repository Domain

You can modify configuration variable settings in the Configuration View

details pane. For each configuration variable, the details pane provides the
following text fields:

®* Name
® Value
¢* IDL Type




Modifying Configuration Settings

Modifying configuration variables  To modify configuration variable settings, perform the following steps:

Step Action

1 | Expand your selected domain in the navigation tree.

2 | Navigate to the appropriate scope or namespace. The contained
variables appear in the details pane.

3 | Click the appropriate text field in the details pane. This is shown
in Figure 36.

or

Click the IDL Type field to make a selection from the drop-down
box.

4 | Type your variable setting. Figure 36 shows setting a port
number for the naming service.
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Figure 36: Modifying a Configuration Variable
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Creating Configuration Settings

Overview

Loading up a domain

Creating scopes

74

You can create configuration settings using toolbar icons and the menu bar.
This section explains how to create configuration scopes, hamespaces, and
variables. It includes the following:

® “Loading up a domain”.

®  “Creating scopes”.

®  “Creating namespaces”.

®  “Creating variables”.

Note: You can create settings in a CFR domain only. You can not use this
tool to create settings in a file-based domain. You should edit your
configuration file instead.

Before you can create configuration settings, you must first load up your
selected domain in the navigation tree.

To load up a domain, click the domain in the navigation tree. The domain

icon in the navigation tree changes to a loaded domain, and the variables in
the root configuration scope are displayed in the details pane, as shown in

Figure 35 on page 72.

To create a configuration scope in a domain, perform the following steps:

Step Action

1 | Expand your selected domain in the navigation tree.

2 | Navigate to the configuration scope or namespace in which you
want to create the scope.

3 | Click the Create a new scope button in the toolbar:

3

Alternatively, you can select Edit| New Scope in the main menu.




Creating namespaces

Creating Configuration Settings

Step Action
4 | Type your chosen new scope name in the Create a new scope
dialog, as shown in Figure 38.
5 | Press Enter.

M

Q |new_scupe_name |

QK | Cancel

Figure 37: Creating a Configuration Scope

To create a configuration namespace, perform the following steps:

Step Action

1 | Expand your selected domain in the navigation tree.

2 | Navigate to the configuration scope or namespace in which you
want to create the namespace.

3 | Click the Create a new namespace icon in the toolbar:

Ay

Alternatively, you can select Edit| New Namespace in the main
menu. Figure 38 shows the newly created namespace.

4 | Click the new namespace name to edit it.

5 | Type your chosen new namespace name.

6 | Press Enter.
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Creating variables

76
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Figure 38: Creating a Configuration Namespace

To create a configuration variable in a domain, perform the following steps:
Step Action
1 | Expand your selected domain in the navigation tree.
2 | Navigate to the configuration scope or namespace in which you
want to create the variable.
3 | Click the Create a new variable icon in the toolbar:

Alternatively, you can select Edit| New Variable in the main

menu. Figure 39 shows a newly created variable in the root
scope of the product i on domain.




Creating Configuration Settings

Step Action

4 | Populate the new variable fields in the details pane with
settings.

Click the two text fields to type your settings. Click the IDL
Type field to make a selection from the drop-down box.
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Figure 39: Creating a Configuration Variable
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Deleting Configuration Settings

Overview This section explains how to delete configuration namespaces, and

variables. It includes the following:

®  “Deleting scopes and namespaces”.
®  “Deleting variables”.

Note: You can delete settings in a CFR domain only. You can not use this
tool to delete settings in a file-based domain. You should edit your
configuration file instead.

The default configuration settings are suitable for most environments. For
detailed information about configuration settings, see Chapter 5.

Deleting scopes and namespaces  To delete configuration scopes or namespaces in a domain, perform the

following steps:

Step Action

1 | Expand your selected domain in the navigation tree.

2 | Navigate to the appropriate configuration namespace.

3 | Select Edit|Delete in the main menu. Alternatively, you can
press the Delete key.

Note: Deleting a namespace deletes all the contained scopes or
namespaces.
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Deleting variables

Deleting Configuration Settings

To delete configuration variables in a domain, perform the following steps:

Step

Action

1

Expand your selected domain in the navigation tree.

Navigate to the appropriate configuration scope or namespace.

Click a variable field in the details pane.

2
3
4

Select Edit| Delete in the main menu. In Figure 40 the variable
created in “Creating a Configuration Variable” on page 77 has

been deleted.
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Figure 40: Deleting a Configuration Variable
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In this chapter

Management

Service

Configuration

CHAPTER 7

This chapter describes how to configure the IONA
Administrator management service. The management service
is the central point of contact for management tools accessing

managed applications (IONA Administrator Web Console).

This chapter contains the following sections:

Management Service Configuration page 82
Configuring the Event Log page 84
Configuring Resource Agents page 85
Configuring Event Listeners page 86
Configuring Event History page 87
Configuring Event Filters page 88
Configuring Event Processing page 89
Configuring the Management Service Web Server page 90
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Management Service Configuration

Overview

Management service scope

Example configuration file

82

This section explains how the IONA Administrator management service gets
its configuration, and shows an example in the IONA Configuration Explorer.
You can configure the IONA Administrator management service by directly
editing your configuration file. Configuration files are stored in the following
directory:

install-dir\etc\domains

The management service gets its configuration from the
i ona_ser vi ces: managenent configuration scope in your configuration file.

If the configuration variables in the i ona_ser vi ces: managenent scope are
not configured correctly, the management service starts up, and sends
warnings to the event log and standard error. Depending on the particular
variable, a default value is used, or the feature is not enabled (for example,
if a persistent filename is not configured, persistent storage is not enabled).

The following extract from a configuration file shows example configuration
variables in the i ona_ser vi ces: managenent scope:
managenent

{
event _|og:filters=["1T_MaWI_SVC=I NFO H , WARN, ERR, FATAL"] ;

plugi ns: 1 ocal _| og_streamfil ename =
"install -dir/var/domai n- nane/ | ogs/ mgnt _svc. | og";

Iy
This chapter explains how to use the i ona_ser vi ces: nanagenent variables
to configure management service features.



IONA Configuration Explorer

example

Management Service Configuration

Configuration Explorer.

Figure 41 shows managenent configuration variables in the IONA

For information about how to use the IONA Configuration Explorer to

manage configuration variables, see Chapter 6.

0@ I0MA Configuration Explorer 6.0

Domain  Edit Help

FoE %

=[Ol x|

Contents Deetailz

Gy Domains = Hamne

DL Type

@ a configrep_domain trim_interal 80000
& IPAC_ORB rrietnory_capacity 1000
& PAC_UTIL

@ @ T_MartORB
3 event_log
@ (@ iona_senices
@ naming
& locator
@ config_rep
© (@ management
& (@ semer
3 kinding L4
@ [ plugins
@ [ policies
3 security
[ event_log
[ snmp_trap
) weeb_server
3 event_barrier
3 event_histary
[ event_listener =]

lonhg
lonhg

persistent_filename fieZawarconfigrep_dormaint... string

Ready

P Configuration |

Figure 41: IONA Configuration Explorer
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Sending the log output to a file

Configuring the local log stream
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This section explains how to enable the event log for management service
events, and how to send the event log output to a file.

To enable event logging for the management service, you must set the
required event severities for the | T_MawIr_SvC subsystem. You can specify
these event severities using the event _| og_fi | t ers configuration variable in
the i ona_ser vi ces: managerment configuration scope.

The following example shows a recommended default setting in a
configuration file:

event log:filters="{I T MW _SVC=I NFO H +WARN+ERRCR+FATAL} " ;

The following setting enables logging for all management service events:
event _log:filters = "{I T_MaWl_SVC=*}";

By default, Orbix logs event messages to a file. To change the location of
this file, update the following variable in the i ona_ser vi ces: managenent
configuration scope:

pl ugi ns: 1 ocal _| og_streamfil enane =
"install-dir/var/domai n- nane/ | ogs/ ngnt _svc. | og"

When running the management service, if the configured log file does not

appear, you might need to add the | ocal _I og_st reamplugin to the

orb_pl ugi ns variable. For example:

orb_plugins = ["local _| og_streant, "iiop_profile", "“giop", "iiop",
"ots"];

These configuration variables must be set correctly in order for the

management service to write to the event log file.



Configuring Resource Agents

Configuring Resource Agents

Overview

Resource agents

Configuring a resource agent file

Configuring resource agent
timeouts

This section describes how to configure resource agent files and resource
agent timeouts for the management service.

You must set all configuration variables for the management service in the
managenent configuration scope.

Managed server applications register a resource agent reference with the
management service. This enables a managed server to be made available
for management. Resource agent references are stored in your file system.

A resource agent is an interface to a JMX instrumentation plugin in a
managed server. A resource agent is loaded into a managed server to export
server MBean information to the management service and management
consoles. A resource agent is the sole entry point into a managed server.

Resource agents are registered with the management service, using a
unigue name, when they are loaded. Resource agents normally unregister
when their server terminates; however, abnormal termination can result in
references remaining in your system.

You can use the following variable to specify the name of the persistent file
in which resource agent references are stored:
agent _contai ner: persi stent_fil ename =

"install-dir/var/donmai n- nane/ ngnt / per si st ent/ agent s";
If an agent s file is not specified (or if the file can not be created) the
persistent storage is disabled. This means that a restarted management
service does not know about the registered resource agents.

You can use the following variable to specify the timeout in seconds to wait
between repeatedly pinging all agents to verify that they are running:

agent _contai ner:ping_interval = "10";
You can specify a timeout value of any number greater than 0 seconds. The
default value is 10 seconds.
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Configuring an event listener
timeout
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Client applications requesting events from the management service can
register an event listener, so that all events are passed to those clients
immediately. This section explains how to configure support for event
listeners in the management service.

You must set all configuration variables for the management service in the
i ona_ser vi ces: management configuration scope.

Use the following variable to specify the persistent file in which event
listener references are stored:
event _processor: persistent_fil enane =

"install-dir/var/domai n-nane/ ngn / persi stent/listeners";
If alisteners file is not specified (or if the file can not be created), the
persistent storage is disabled. This means that a restarted management
service does not know about the registered event listeners.

Use the following variable to specify the timeout in seconds to wait between
repeatedly pinging all event listeners to verify that they are running:

event _processor: ping_interval = "10";

You can specify a timeout value of any number greater than 0 seconds. The
default value is 10 seconds.



Configuring Event History

Configuring Event History

Overview

Event history

Configuring an event history file

Configuring event history memory

Configuring event history purges

This section explains how to configure an event history file, the event history
memory capacity, and the interval at which event history is purged.

You must set all configuration variable values for the management service in
the managenent configuration scope.

Events received by the management service from managed applications are
stored in the file system, so that they can be retrieved later.

You can specify the event history capacity to prevent the system from
becoming overloaded. The recommended capacity is 1000 events. You can
also specify an interval after which the event history file is purged. The
default interval is 10 minutes.

Use the following variable to specify the persistent file in which event history
is stored:

event _hi story: persistent_filename =
"install-dir/var/donai n- narme/ ngnt / per si stent/ events";

If an event s file is not specified (or if the file can not be created), the
persistent storage is disabled.

Use the following variable to specify the number of events that are stored:
event _hi story: memory_capacity = "1000";

The default number of events is 1000. The maximum number of events is
4000. You must specify a positive value.

Use the following variable to specify the interval at which the event history
is purged:

event _history:triminterval = "60000";

The default interval is 60000 seconds. You must specify a positive value.
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Configuring an event severity file

Configuring an event filter
threshold file

Configuring a default event
severity file

88

Client applications requesting events from the management service use a
named event filter to maintain their own event severity mapping and event
threshold values. This section explains how to specify event severity files,
and an event threshold file.

Use the following variable to specify where event severities are stored in the
file system:

severity_assigner:persistent_filenane =
"instal | -dir/var/domai n- nane/ ngnt / per si stent/severities";

The severiti es file is an internally used archive.

Use the following variable to specify where event filter thresholds are stored
in the file system:

event _barrier: persistent_fil ename =
"install-dir/var/domai n- nane/ ngnt / per si st ent/ t hr eshol d*;

The t hreshol d file is an internally used archive.

You can also specify default event severity mapping using a default severity
file. The event severities specified in this file apply to all new filters. The
default event severity file is a pure text file, containing event name and event
severity pairs, for example com i ona. nanagenent . t est event 0

Valid event severities are represented by integers in the 0. .. 3 range:

0 CR TI CAL
1 ERRCR
2 WARN NG
3 I NFO

Use the following variable to specify where the default event severity file is
stored in your file system:
severity_assigner:defaul t_filenane =

"i nstal | -dir\var\ domai n- nane\ ngnt \ per si st ent \
defaul t _severities.txt";



Configuring Event Processing

Configuring Event Processing

Overview

Consolidated logging

Enabling consolidated logging

Configuring an idle event period

Configuring the logfile filter

This section explains how to configure consolidated logging, an idle event
period, and a logfile filter.

You must set all configuration variable values for the management service in
the i ona_ser vi ces: nanagerent configuration scope.

Successive events with identical names and property values are treated as
identical by a consolidated logging feature. This means that such follow-up
events are eliminated and reported collectively at a later time (either after
some delay, or before the next different event).

You should leave this consolidated event feature enabled, because it
protects the system by reducing event numbers.

Use the following variable to control consolidated logging:
event _listener:consolidated_| ogging = "true";
The default setting is t rue.

Idle event filters are removed and recreated internally in an identical state
for further requests only. Use the following variable to specify the number of
seconds an event filter is kept alive in memory:

event _processor:idl e _period = "600";

The event log contains a human-readable log of all the management events
that have passed through the I ogfi | e filter (a reserved system filter). The

I ogfil e filter is used by the management service to generate tab-separated
text files.

Use the following variable to specify where these event log text files are
stored in your system:

event _| og: fil ename_base =
"install -dir/var/domai n- nane/ ngm /| ogs/ event s";

These filenames are appended with the a timestamp in the standard format
. ddMwyyy. For example: event s. 08102001
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Configuring the Management Service Web
Server

Overview The IONA Administrator Web Console serves as a web browser interface for
HTTP-based access to the management service. This section shows how to
configure the web server for this browser interface.

Configuring the web server The web server's port number is specified by the web_server: port _nunber
configuration variable in the i ona_ser vi ces: managenent scope. The default
value is 53185. If this variable or port number is not found, the web server is
disabled.

IONA Configuration Explorer Figure 42 shows a configuration setting for the web server's port number in
example the IONA Configuration Explorer.

i@ IONA Configuration Explorer 6.0 |§,§:= 1ol x|

Domain Edit Help
2oE %
Conterts Details
I IPAC_UTIL - Narne [ WValug I IDL Type
@ G IT_MorntORE port_nurnber EEEE| lang
£ event_log E
@ @iona_serices
& naming
& locator
(& config_rep
@ (& management
o @ server E(
3 hinding F
@ [ pluging
@ [ policies
[ security
[ event_log
3 snmp_tran L4
[0 web_server
£ event_parrier
3 event_nistary
3 event_listener
[ remate_objects
[ agent_container
[0 event_pracessor =

Ready

S Configuration

Figure 42: IONA Configuration Explorer Example
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CHAPTER 9

Enterprise
Performance
Logging

IONA’s performance logging plugins enable Orbix to integrate
effectively with Enterprise Management Systems (EMS).

In this chapter This chapter contains the following sections:
Introduction page 94
Configuring Performance Logging page 96
Logging Message Formats page 101
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Overview
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Example EMS integration
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The performance logging plugins enable Orbix to integrate effectively with
Enterprise Management Systems (EMS), such as IBM Tivoli™, HP
OpenView™, CA Unicenter™, or BMC Patrol™. The performance logging
plugins can also be used in isolation or as part of a bespoke solution.

Enterprise Management Systems enable system administrators and
production operators to monitor enterprise-critical applications from a single
management console. This enables them to quickly recognize the root cause
of problems that may occur, and take remedial action (for example, if a
machine is running out of disk space).

When performance logging is configured, you can see how each Orbix server
is responding to load. The performance logging plugins log this data to file or
sysl og. Your EMS (for example, IBM Tivoli) can read the performance data
from these logs, and use it to initiate appropriate actions, (for example,
issue a restart to a server that has become unresponsive, or start a new
replica for an overloaded cluster).

Figure 43 shows an overview of the IONA Tivoli integration at work. In this
example, a restart command is issued to an unresponsive server.

In Figure 43, the performance log files indicate a problem. The IONA Tivoli
Provider uses the log file interpreter to read the logs. The provider sees when
a threshold is exceeded and fires an event. The event causes a task to be

activated in the Tivoli Task Library. This task restarts the appropriate server.

This chapter explains how to manually configure the Orbix performance
logging plugins. It also explains the format of the Orbix performance logging
messages.

For details on how to integrate your EMS environment with Orbix, see the
IONA guide for your EMS (for example, the IONA Tivoli Integration Guide).
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Figure 43: Overview of an Orbix and IBM Tivoli Integration
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Configuring Performance Logging

Overview This section explains how to manually configure performance logging. This
section includes the following:

®  “Performance logging plugins”.
®  “Monitoring Orbix requests”.

®  “lLogging to a file or syslog”.

® ‘“Logging to a syslog daemon”.
®  “Monitoring clusters”.

®  “Configuring a server ID".

®  “Configuring a client ID".

®  “Configuring with the GUI".

Note: You can also use the Orbix Configuration GUI (i t confi gure
command) to configure performance logging automatically. The manual
configuration gives you more fine-grained control.

Performance logging plugins The performance logging component consists of three plugins:

Table 6: Performance logging plugins

Plugin Description

Response time logger Monitors response times of requests as they
pass through the Orbix binding chains. This
can be used to collect response times for
CORBA, RMI-IIOP or HTTP calls.

Request counter Performs the same function for Artix as the
Response time logger does for Orbix.

Collector Periodically harvests data from the response
time logger and request counter plugins and
logs the results.
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Monitoring Orbix requests You can use performance logging to monitor both Orbix server and client
requests.

Monitoring server requests
To monitor Orbix server requests, perform the following configuration steps:

1. Addit_response_tine_| ogger to the servlet binding list for the server
you wish to instrument. For example:

bi ndi ng: servl et _bi nding_list= [
"it_response_tine | ogger + it_servlet _context + it_character_encodi ng
+ it_locale + it_namng_context + it_exception_mapping + it_http_sessions
+ it_web security + it_servliet filters + it_web_redirector + it_web_app_activator "

Il

2. Addit_response_tine_| ogger to the server binding list for the server.
For example:

bi

ndi ng: server _bi ndi ng_| i st =]
"it_response_tinme_| ogger +i t _nam ng_cont ext +CS| +j 2eecsi +OIS+i t _security rol e_nappi ng",
"it_response_tine_| ogger +i t _nam ng_cont ext +OTS+i t _security_rol e_nmappi ng",
"it_response_tine_| ogger+it_nam ng_context + CS|+ 2eecsi +it_security_rol e_mappi ng",
"it_response_tine_| ogger+it_nam ng_context+it_security_rol e_mappi ng",
"it_response_tine_| ogger+it_nam ng_context", "it_response_tinme_| ogger"

3. Addit_response_time_| ogger to the orb_pl ugi ns list for the server.

For example:
or b_pl ugi ns=[
"it_servl et _bi ndi ng_manager", "it_servlet_context",
"it_http_sessions", "it_servliet filters", "http",
"it_servlet_dispatch", "it_exception_nmapping", "it_nam ng_context",
"it_web_security", "it_web_app_activator",
"it_default_servlet_binding", "it_security service", "it_character_encoding",
"it_locale", "it_classloader_servlet","it_cl assl oader _nappi ng",
"it_web_redirector", "it_depl oyer",

"it_response_tine_| ogger"
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Monitoring client requests

To monitor Orbix client requests, add it _response_ti ne_I ogger to the
client binding list for the server. For example:

bi nding:client_binding list = [

"it_response_tine_| ogger +DemoCS+OTS+PQA Col oc", it _response_ti ne_| ogger +DemoCS+PQA _Col oc”,

"it_response_tine_| ogger +OTS+PQOA Col oc", "it_response_tine_| ogger +PQA Col oc",
"it_response_time_| ogger +DenoC&+OTS+E CP+l | OP', "it_response_ti ne_| ogger +DemoCs+3 CP+l | OP',
"it_response_tine_| ogger +OTS+A@ CP+l | CP*, "it_response_tine_| ogger+Q CP+l | OP',
"it_response_tine_| ogger"

1

Logging to a file or syslog You can configure the collector plugin to log data either to a file or to
sysl og. The configuration settings depends on whether your application is
written in C++ or Java.

C++ configuration

The following example configuration for a C++ application results in
performance data being logged to
/var/| og/ ny_app/ perf_l ogs/treasury_app. | og every 90 seconds:

plugins:it_response_time_collector:period = "90";
plugins:it_response_tine_col | ector:fil ename =
"/var/ | og/ ny_app/ perf_l ogs/treasury_app.| og";

If you do not specify the response time period, it defaults to 60 seconds.

Java configuration

Configuring the Java collector plugin is slightly different from the C++
collector) because the Java collector plugin makes use of Apache Log4J.
Instead of setting pl ugi ns:it_response_tine_col | ector:fil enane, you set
the pl ugi ns:it_response_time_col | ector:|og_properties to use Log4J,
for example:

pl ugins:it_response_tine_collector:log _properties = ["| 0og4j.root Cat egory=I NFQ Al",

"1 og4j . appender . Al=com i ona. nranagenent . | oggi ng. | og4j appender . Ti neBasedRol | i ngFi | eAppender ",
"l og4j . appender . Al. Fi | e="/var/| og/ ny_app/ perf _| ogs/treasury_app. | og",

"| og4j . appender . Al. MaxFi | eSi ze=512KB",

"| og4j . appender . Al. | ayout =or g. apache. | og4j . Pat t er nLayout ",

"1 og4j . appender . Al. | ayout . Conver si onPat t er n=%l{ | SC8601} % 80m %"

I
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Logging to a syslog daemon

Monitoring clusters

Configuring Performance Logging

You can configure the collector to log to a syslog daemon or Windows event
log, as follows:

plugins:it_response_time_col | ector: system | oggi ng_enabl ed =
"true";
pl ugins:it_response_ti me_col |l ector: sysl og_appl D = "treasury";

The sysl og_appi d enables you to specify your application name that is
prepended to all syslog messages. If you do not specify this, it defaults to
i ona.

You can configure your EMS to monitor a cluster of servers. You can do this
by configuring multiple servers to log to the same file. If the servers are
running on different hosts, the log file location must be on an NFS mounted
or shared directory.

Alternatively, you can use sysl ogd as a mechanism for monitoring a cluster.
You can do this by choosing one sysl ogd to act as the central logging server
for the cluster. For example, say you decide to use a host named t eddy as
your central log server. You must edit the / et ¢/ sysl og. conf file on each
host that is running a server replica, and add a line such as the following:

# Substitute the nane of your |og server
user.info @-eddy

Some syslog daemons will not accept log messages from other hosts by
default. In this case, it may be necessary to restart the sysl ogd on t eddy
with a special flag to allow remote log messages.

You should consult the man pages on your system to determine if this is
necessary and what flags to use.
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Configuring a server ID

Configuring a client ID

Configuring with the GUI
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You can configure a server ID that will be reported in your log messages.
This server ID is particularly useful in the case where the server is a replica
that forms part of a cluster.

In a cluster, the server ID enables management tools to recognize log
messages from different replica instances. You can configure a server ID as
follows:

plugins:it_response_tinme_collector:server-id = "Locator-1";

This setting is optional; and if omitted, the server ID defaults to the ORB
name of the server. In a cluster, each replica must have this value set to a
unique value to enable sensible analysis of the generated performance logs.

You can also configure a client ID that will be reported in your log messages.
Specify this using the cl i ent -i d configuration variable, for example:

plugins:it_response_timnme_collector:client-id = "ny_client_app";

This setting enables management tools to recognize log messages from
client applications. This setting is optional; and if omitted, it is assumed that
that a server is being monitored.

The Orbix Configuration GUI tool (i t confi gure command) automatically
generates performance logging configuration for the IONA services. The
generated server-i d defaults to the following format:

donai n- name_ser vi ce- nane_host nane (for example,
nydonai n_| ocat or _nyhost )

For details on how to automatically generate performance logging, see the
IONA Tivoli Integration Guide.



Logging Message Formats

Logging Message Formats

Overview This section describes the logging message formats used by IONA products.
It includes the following:
®  “Orbix log message format”.
®  “Artix log message format”.
®  “Simple life cycle message formats”.

Orbix log message format Performance data is logged in a well-defined format. For Orbix applications,
this format is as follows:

YYYY- M DD H+ MM SS ser ver =server/D [ oper ati on=name] count=n
avg=n max=nN mn=n i nt=n oph=n

Table 7:  Orbix log message format arguments

Argument Description
server The server ID of the process that is logging the
message.
operation The name of the operation for CORBA invocations or

the URI for requests on servlets.

count The number of operations of invoked (IIOP).
or

The number of times this operation or URI was
logged during the last interval (HTTP).

avg The average response time (milliseconds) for this
operation or URI during the last interval.

nmax The longest response time (milliseconds) for this
operation or URI during the last interval.

mn The shortest response time (milliseconds) for this
operation or URI during the last interval.
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Artix log message format

102

Table 7:  Orbix log message format arguments

Argument Description
int The number of milliseconds taken to gather the
statistics in this log file.
oph Operations per hour.

The format for Artix log messages is as follows:

YYYY- MV DD H+ MM SS ser ver =server/D [ nanespace=nnn servi ce=sSs
port=ppp operation=name] count=n avg=N max=N mn=nint=n

oph=n

Table 8: Artix log message format arguments

Argument Description
server The server ID of the process that is logging the
message.
nanespace An Artix namespace.
service An Artix service.

por t

An Artix port.

The combination of namespace, service and port above denote a unique
Artix endpoint. The description for the remainder of the fields are the same
as for Orbix messages.




Simple life cycle message formats

Logging Message Formats

The server will also log simple life cycle messages. All servers share the
following common format.

YYYY- MM DD H+ MM SS ser ver =serverlD st at us=current_status

Table 9:  Simple life cycle message formats arguments

Argument Description
server The server ID of the process that is logging the
message.
stat us A text string describing the last known status of
the server (for example, starting_up, runni ng,
shut ti ng_down).
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In this chapter

CHAPTER 10

SNMP Integration

This chapter describes the IONA Administrator support for
SNMP (Simple Network Management Protocol). It introduces
basic SNMP concepts, and explains how to set up and
configure the IONA Administrator management service for
integration with third-party SNMP management tools.

This chapter includes the following sections:

Introduction to SNMP page 106
IONA Administrator Support for SNMP page 109
Configuring the SNMP Gateway page 111
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Overview

SNMP

SNMP managers and agents
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IONA Administrator provides support for integration with SNMP (Simple
Network Management Protocol). SNMP is the Internet standard protocol for
managing nodes on an IP network. IONA Administrator provides a gateway
between the IONA Administrator management service and SNMP
applications (for example, HP OpenViewTM). Events received from the
management service are converted into SNMP management information.
This section introduces the key concepts, and includes the following:

*  “SNMP".

®  “SNMP managers and agents”.

®  “Management Information Base”.
®  “SNMP operations”.

®  “SNMP management tools”.

®  “IONA Administrator SNMP agent”.

Simple Network Management Protocol (SNMP) is the Internet standard
protocol for managing nodes on an IP network. SNMP can be used to
manage and monitor all sorts of equipment (for example, network servers,
routers, bridges, and hubs). You need to be familiar with some basic SNMP
concepts to use IONA Administrator's SNMP integration.

The two key components in internet management are managers and agents.
An SNMP manager is a console that enables an administrator to perform
network management tasks. An SNMP manager is sometimes also referred
to as a Network Management Station (NMS).

An SMNP agent is device running software that understands SMNP and
interfaces with the actual device being managed. A manager controls an
agent by invoking operations on the agent. The SNMP manager-agent
model is shown in Figure 44.



Management Information Base

Introduction to SNMP

SNMP
Agent MIB
SNMP
Manager
SNMP SNMP
Manager M Agent | MIB
SNMP
Manager SNMP
Agent MiB

Figure 44: The SNMP Manager-Agent Model.

The SNMP protocol specifies how data is transferred between a manager
and an agent. It specifies the format and meaning of messages exchanged
by the manager and agent.

Management Information Base (MIB) is the standard that specifies the data
managed by a SNMP agent. MIB defines the data that a manager can
request from an agent, and the actions permitted on this data.

A MIB file is a database of objects that can be managed using SNMP. It has
a hierarchical structure, similar to a DOS or UNIX directory tree. It contains
both pre-defined values and values that can be customized. A MIB is the
most basic element in network management.
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SNMP operations

SNMP management tools
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There are five primitive SNMP operations, sometimes referred to as Protocol
Data Units (PDUs). These are the different kinds of messages that can be
sent over an network using SNMP:

Cet Request

Cet Next Request
CGet Response
Set Request
Trap

A manager can issue Get Request, Get Next Request , and Set Request
messages to access single or multiple object variables. A managed agent
can send a Get Response message to complete the Get Request ,

Get Next Request , or Set Request .

An agent can also send an event notification, called a Tr ap, to a manager in
order to notify the occurrence of specific events (for example, a system
exception, or when a managed server terminates unexpectedly).

There are several available software packages that can use SNMP to interact
with any agent for which a valid MIB is available. Examples of such
general-purpose SNMP management tools are OpenView from Hewlett
Packard, and UniCenter from Computer Associates. These SNMP
management tools are widely used in large organizations. These tools
provide a common management console to manage all resources on an
organization’s network.

To simplify discussions, all examples in this chapter use Hewlett Packard’s

OpenView as the administrator's SNMP management tool. However, you
can use your preferred SNMP management tool with IONA Administrator.

The MIB and the SNMP agent supplied with IONA Administrator enable
IONA application to be integrated into your SNMP management consoles.
To an SNMP management tool, the IONA Administrator SNMP agent is no
different from any other SNMP agent on the network. The IONA
Administrator MIB file specifies the data that can be obtained from the
agent and the operations that are permitted on this data.

For more information about the MIB file supplied with IONA Administrator,
see “Installing the IONA Administrator MIB file” on page 114.
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IONA Administrator Support for SNMP

Overview

IONA SNMP integration

SNMP gateway

IONA Administrator provides a gateway between the IONA Administrator
management service and SNMP management applications.

This support enables you to monitor instrumented IONA applications using
third-party management consoles (for example, HP OpenView). This is
especially useful if third-party management consoles are already used to
monitor hardware or network configuration in your system.

From the point of view of an SNMP management application, the IONA
Administrator SNMP gateway can simply be treated as an SNMP agent on
the network. This section includes the following:

®  “IONA SNMP integration”.
®  “SNMP gateway”.
®  “SNMP gateway plugin”.

Note: IONA Administrator currently does not support get and set
operations. IONA Administrator currently supports SNMP traps only.

Events received from the IONA Administrator management service are
converted into SNMP management information. This information is sent to
designated hosts as SNMP traps, which can be received by any SNMP
managers listening on the hosts. In this way, IONA Administrator enables
SNMP managers to monitor IONA-based systems.

IONA Administrator supports SNMP version 1 and 2 traps only.

IONA Administrator provides an SNMP gateway between the management
service and SNMP managers. Figure 45 shows the steps in this process:

1. IONA Administrator events received by the management service are
passed on to the SNMP gateway.

2. Theinformation extracted from the events are converted to SNMP traps
using the MIB designed for IONA applications.

3. The SNMP traps are then sent to a list of hosts on which SNMP
managers are running.

109



CHAPTER 10 | SNMP Integration

SNMP gateway plugin

110

SNMP
Manager
Host 1

e

SNMP
Manager
Host 2

¢« SNMP Traps

©

SNMP
Manager
Host 3

MIB
SNMP Gateway

plugin

Figure 45: Overview of the SNMP Gateway

Management Service

This diagram gives a simplified view of this process. The SNMP manager on
each host also uses the IONA MIB file to translate the SNMP trap
information into text names and values that it can understand.

The SNMP gateway plugs into the management service, as shown in
Figure 45. The SNMP gateway enables IONA Administrator events to be
sent from the management service to specific SNMP manager hosts as
SNMP traps.
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Configuring the SNMP Gateway

Overview

Configuring the SNMP gateway
plugin

Specifying SNMP managers

SNMP manager list format

This section explains how to configure the IONA Administrator SNMP
gateway. It explains the following:

®  “Configuring the SNMP gateway plugin”.

®  “Specifying SNMP managers”.

¢  “SNMP manager list format”.

®  “Specifying SNMP management events”.

®  “Specifying SNMP event severities”.

®  “Specifying severities using the command line”.

® ‘“Installing the IONA Administrator MIB file”.

To enable the management service to load the SNMP plugin, add the
following variable in the i ona_ser vi ces: managenent : server scope:

nms_pl ugi ns = [ "webconsol ", "snnp"];

You can specify the SNMP managers that you wish to access by setting the
snnp_t rap: manager s_| i st configuration variable in the

i ona_ser vi ces: managenent scope. This variable specifies the list of all
SNMP managers to which you wish to send the SNMP trap.

For example:

snnp_t rap: nanager _| i st = ["boston: 162: publ i c: 2",

"dubl i n: 9998: publ i c: 1"];
This example list contains two entries, and specifies sending traps to two
SNMP managers.

The format of each entry in the SNMP trap manager list is as follows:
"host nane: port _nunber : conmuni ty_nane: SNMP_pr ot ocol _ver si on"
The host name specifies the host on which the SNMP manager is running.

The port_ nunber is the port that the SNMP manager uses to listen for
traps.
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The comuni ty_nane specifies the SNMP community in which the SNMP
managers are listening. An SNMP manager can listen in a number of
communities, which are like user groups. In this example, the SNMP
managers will only receive events if they are listening with the community
name publ i c. This is the default in most SNMP installations.

The SNMP_pr ot ocol _ver si on can be set to either 1 or 2.

You can specify which management events get sent to the SNMP gateway
before they are sent on as traps to the SNMP managers.

The management service receives management events from various
managed servers. It forwards these management events to a number of
registered listeners using one or more event filters. These event filters assign
a priority to each event and forward or discard the events based on priority.

Using this mechanism, you can control which events are sent to the
subscribers registered with a particular filter. The SNMP Gateway uses an
event filter called SNWPFi | ter.

An example application permits management events all beginning with the
following prefix:

com bi gconpany. nyapp.

An administrator wishes to pass all of these events to the SNMP gateway
but block all others. This means changing the default severity assignments.
Management events are assigned a severity in the range 0 (Oritical ) to 3
(I nf or mat i on).

For more information about management events and filters, see Chapter 4.

To specify event severities for the example management event, you must to
perform the following steps:

1. Ensure that the default severity for the filter is set to 3 (I nf or mat i on).

2.  Set the severity of all events whose names begin with the string
com bi gconpany. nyapp to 2 (Var ni ng).

3. Set the filter's threshold to 3. This means that the filter will permit all
events with severity less than 3. In this case, only events whose names
begin with the string com bi gconpany. nyapp will be sent to the SNMP
Gateway.



Specifying severities using the
command line

Configuring the SNMP Gateway

You can specify event severities for the example management events using a
simple command-line tool as follows:

Step Action

1 | Set the environment for your domain, and ensure that all
services including the management service are running, and
configured to load the SNMP gateway plugin.

2 | Start the command line tool as follows:
java itiadm n.conmand - CRBdonai n_nane nydonai n
You can get help at any time by typing hel p.

3 | Check the default severity for the SNMP gateway filter.
i tiadm n.coomand> defaul t _severity show -filter
SNWPFi Iter 3

4 | Assign a severity of 2 to any events whose names begin with
com bi gconpany. nyapp:
i tiadm n. coomand> severity nodi fy com bi gconpany. nyapp
2 -filter SNWFilter

5 | Modify the threshold to pass only events whose severities are

less than 3 (that is, permit only War ni ng=2, Error=1 or
Qi tical =0 events).

i tiadm n.command> threshold nodify 3 -filter SNWPFilter
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A Management Information Base (MIB) file is a database of objects that can
be managed using SNMP. Orbix provides the i ona_admi n_nmi b. txt file,
which describes the MIB for IONA Administrator. This is file available in the
following directory:

<instal | -dir>/asp/ 6.1/ doc/ adm n/

You should install the i ona_adm n_ni b. txt file using your chosen third
party management console (for example, HP OpenView). For information on
how to import a MIB file, please consult the documentation for your chosen
third-party console.

Note: SNMP is an unreliable protocol. If you are generating management
events that are intended for an SNMP-based management console, you
should continue to emit the event periodically until the cause of the error
or event has been acknowledged or reset.
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Administration

All aspects of installing, configuring, deploying, monitoring, and managing a
system.

Application Server

A software platform that provides the services and infrastructure required to
develop and deploy middle-tier applications. Middle-tier applications perform
the business logic necessary to provide web clients with access to enterprise
information systems. In a multi-tier architecture, an application server sits
beside a web server or between a web server and enterprise information
systems. Application servers provide the middleware for enterprise systems.

CORBA

Common Object Request Broker Architecture. An open standard that enables
objects to communicate with one another regardless of what programming
language they are written in, or what operating system they run on.

Configuration
A specific arrangement of system elements and settings.

Controlling

The process of modifying the behavior of running software components,
without stopping them.

Details Pane

The display pane on the right hand side of the IONA Administrator Web
Console user interface.

Deployment

The process of distributing a configuration or system element into an
environment.

Domain

An abstract grouping of managed server processes and hosts within a physical
location. Processes within a domain share the same configuration and
distributed application infrastructure. A domain is equivalent to an Orbix
configuration domain.
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EJB

Enterprise Java Beans. Sun Microsystems' architecture for the development
and deployment of reusable, object-oriented, middle-tier components. EJBs
can be either session beans or entity beans. EJB enables the implementation
of a multi-tier, distributed object architecture. See

http://java. sun. com product s/ ej b/

Event
An occurrence of interest, which is emitted from a managed entity.

Host
Generic term used to describe a computer, which runs parts of a distributed
application.

Installation
The placement of software on a computer. Installation does not include
Configuration unless a default configuration is supplied.

Instrumentation

Code instructions that monitor specific components in a system (for example,
instructions that output logging information on screen.) When an application
contains instrumentation code, it can be managed using a management tool
such as IONA Administrator.

Invocation
A request issued on an already active software component.

J2EE

Java 2 Enterprise Edition. An environment for developing and deploying
enterprise applications. The J2EE platform consists of services, application
programming interfaces (APIs), and protocols that provide the functionality
for developing multi-tiered, Web-based applications.

JRE

Java Runtime Environment. A subset of the Java Development Kit required
to run Java programs. The JRE consists of the Java Virtual Machine, the Java
platform core classes and supporting files. It does not include the compiler or
debugger.
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JMX

Java Management Extensions. Sun’s standard for distributed management
solutions. JMX provides tools for building distributed, Web-based solutions
for managing devices, applications and service-driven networks.

Managed Application

An abstract description of a distributed application, which does not rely on
the physical layout of its components.

Managed Entity

A generic manageable component. Managed entities include managed
domains, servers, containers, modules, and beans.

Managed Server

A set of replicated managed processes. A managed process is a physical
process which contains an ORB and which has loaded the management
plugin. The managed server can be an EJB application server, CORBA server,
or any other instrumented server that can be managed by IONA Administrator.

Managed Process.

A physical process which contains an ORB and which has loaded the
management plugin.

Management

To direct or control the use of a system or component. Sometimes used in a
more general way meaning the same as Administration.

MBean
A JMX term used to describe a generic manageable object.

Monitoring

Observing characteristics of running instances of software components.
Monitoring does not change a system.

Navigation Trail

A linear list of managed servers on top of Details View, which shows the path
taken to the currently displayed managed entity.
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Navigation Tree
The tree on the left hand side of the IONA Administrator Web Console and
IONA Configuration Explorer.

ORB

CORBA Object Request Broker. This is the key component in the CORBA
architecture model. It acts as the middleware between clients and servers.

Process MBean

The is the first-level MBean that is exposed for management of an application.
It is the starting point for navigation through an application in the IONA
Administrator Web Console

Runtime Administration, Runtime Management
Encompasses the running, monitoring, controlling and stopping of software
components.

SNMP

Simple Network Management Protocol. The Internet standard protocol
developed to manage nodes on an IP network. It can be used to manage and
monitor all sorts of devices (for example, computers, routers, and hubs)

Starting
The process of activating an instance of a deployed software component.

Stopping
The process of deactivating a running instance of a software component.

Web Services

Web services are XML-based information exchange systems that use the
Internet for direct application-to-application interaction. These systems can
include programs, objects, messages, or documents.

Web Services Container

A Web services container provides an environment for deploying and running
Web services. A Web services container is typically deployed and runs in an
application server.
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XML

Extensible Markup Language. XML is a simpler but restricted form of Standard
General Markup Language (SGML). The markup describes the meaning of the
text. XML enables the separation of content from data. XML was created so
that richly structured documents could be used over the web. See

htt p: // waw. w3. or g/ XM/
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